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**Part 1 TCP SOCKET PROGRAMMING (Marks: 15)**

**\*\*\*\*Submission: You have to submit your (Roll-No\_Client.c) and (Roll-No\_Server.c) files in a folder named Question 1\*\*\*\***

You have to write a TCP Socket Programming based basic Check IN / Check OUT System. Server should be in the listening state all the time. Server will have separate thread for each client. Multiple clients will connect to the server and they will check in to the server by sending their Roll Noalong with the name **(YY-AAAA-NAME-CI)** to the server. Each client will check out from the system by sending **(YY-AAAA-NAME-CO)** statement to the server. You must provide proper comments in your code wherever necessary.

**For Check In/Check Out System**:

Make sure that the client’s input string must be received inside the thread routine and then passed to the pthread\_join method for database manipulation (Add/Remove). You are not required to make multiple clients doing Check In/Check Out at the same time. You must display your server database on server in response to each request made by client to either Check In/Check Out

***Note: The input string of the client must be passed to the pthread\_join() function via pthread\_exit() call. After that you will use the received input string (in the pthread\_join()) to implement your Check In/ Check out system using steps described below. Any Student failing to do so will be awarded straightaway a zero.***

Your system must cater the following cases.

**Check in:**

* Client will send the message with roll no **“YY-AAAA-NAME-CI”** to check in to the server.
* If client checks in and it is not already present in the database then it should be added in the server database and server must send the message **“Welcome Student YY-AAAA-NAME. You are checked in.”**
* If client is already in the server database then server must send the message **“You are already checked in.”**

**Check out:**

* Client will send the message with roll no **“YY-AAAA-NAME-CO”** to check out from the server.
* If client is present in the database then it should be removed from the server database and server must send the message **“Goodbye Student YY-AAAA-NAME. You are checked out.”**
* If client is not in the server database and tries to check out then server must send the message **“You didn’t check in today. Contact System Administrator.”**

**Note: Make suitable assumptions wherever necessary. Write proper comments in your code. Your 50% Marks will be deducted if your code does not compile successfully. Properly manipulate your Server Database after adding/removing client.**

**Multithreading Socket Programming Syntax**

**Socket Programming:**

* int socket(int domain, int type, int protocol);
* domain = AF\_INET, AF\_INET6
* type = SOCK\_STREAM, SOCK\_DGRAM
* protocol = 0(preferred), IPPROTO\_TCP, IPPROTO\_UDP, IPPROTO\_ICMP
* int bind(int socket, struct sockaddr \*name, int namelen)
* struct sockaddr\_in {

short sin\_family; // e.g. AF\_INET, AF\_INET6

unsigned short sin\_port; // e.g. htons(3490)

struct in\_addr sin\_addr; // see struct in\_addr, below

char sin\_zero[8]; // zero this

};

* struct in\_addr {

unsigned long s\_addr; // load with inet\_addr()

};

* struct sockaddr {

unsigned short sa\_family; // address family, AF\_xxx

char sa\_data[14]; // 14 bytes of protocol address

};

* int listen(int socket, int backlog)
* int accept(int socket, struct sockaddr \*addr, int \*addrlen)
* int connect(int socket, struct sockaddr \*addr, int addrlen)
* int send(int socket, const void \*buf, int buflen, int flags);
* int recv(int socket, void \*buf, int buflen, int flags);
* int sendto(int socket, const void \*buf, int buflen, int flags, struct sockaddr\* to, int tolen);
* int recvfrom(int socket, void \*buf, int buflen, int flags, struct sockaddr\* from, int \*fromlen);
* int close(int socket)

**Multithreading:**

* int pthread\_create(pthread\_t \*thread, pthread\_attr\_t \*attr, void \*(\*start\_routine)(void \*), void \*arg);
* void pthread\_exit(void \*value\_ptr);
* int pthread\_join(pthread\_t thread, void \*\*value\_ptr);

**Part 2 Wireshark Packet Analyzer (Marks: 10)**

**\*\*\*\*Submission: You have to submit your (Roll-No.docx) word file in a folder named Question 2. You should provide proper explanation along with screen shots. \*\*\*\***

**Part 1: \*\*\*Wireshark Session: Capture 1\*\*\* [4]**

1. Filter out all TCP packets which are either going to or coming from IP: 128.119.245.12 on Port: 80**.** Write your filter as answer
2. If we take the first filtered packet as Packet No. 1, with each successive packet increasing one in number, then what is the request made in Packet No. 20 and what is the response from the server?
3. How many data containing TCP Segments are present between the request made and response received for the packet in question 2**?**
4. What is the content (data) length in bits returned by the server in response to the request made in Packet No. 28 taking first filtered packet as Packet No. 1?

**Part 2: \*\*\* Wireshark Session: Capture 2\*\*\* [4]**

1. FTP is an application protocol and uses TCP as a Transport Layer Protocol. Filter out all the FTP packets by applying the filter on specific ports used by File Transfer Protocol to make a connection or transfer the data. Write your filter as the answer
2. In the packets filtered, client asks for data two times from the server on a specific port and IP Address because of which server opens a data connection on the corresponding socket and sends the data to client on that newly opened socket on the client side. Keeping the sequence of first two client requests with regards to IP and Port Number, what will be the request made by client to get the data for the third time from the server?
3. In regard to the third request made by client in question 6, server will send the data to the client on which Port Number (client side), Port Number (server side), IP address (client side) and IP address (server side)?
4. Apply a filter to get all the UDP packets which are directed towards Port Number 53 either by client or by server. What filter did you apply? If we take the first filtered packet as Packet No. 1 with each successive packet increasing one in number, then what will be the acknowledgement number of the DNS request made in Packet No. 12? Also tell the sequence number of the packet in which the request is made?

**Part 3: \*\*\* Wireshark Session: Capture 3\*\*\* [2]**

1. In which packet (write packet number) we have received the acknowledgement for the TCP Segment being carried in the packet number 13? What is the acknowledgement number and sequence number in the packet received? Show clear calculations how the server has sent the corresponding acknowledgement number?
2. In Packet No. 170, what is the value of Sequence Number? How will you explain the value of Sequence Number?